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Cover the information security requirements  

in your company with CISO as a Service. 

 Stärken Sie Ihren Unternehmenserfolg mit digitalisierten 

Prozessen und Ihren Kunden und Mitarbeitern eine Experience der  

nächsten Generation. 
 

Your benefits with CISOaaS – Expanding your team 
 

 

 

The Consulting Team supports with the following CISO tasks 
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CISOaaS (Chief Information Security Officer as a  

Service) is the right choice for companies wishing  

to improve their degree of security. 

The development and application of new technologies, 

especially in conjunction with cloud platforms, opens 

up a wide range of exciting opportunities but also new 

risks for companies. As a result of these changes,  

security requirements are evolving far beyond the tra-

ditional perimeter protection model. Governance, 

clearly defined security measures and end-to-end con-

trol of security processes and solutions are indispensa-

ble. Swisscom experts support you in all aspects re-

lated to security, where necessary, by acting as infor-

mation security officer (ISO or CISO) for your company. 

On-demand service 

Swisscom CISOaaS experts are available to help you – flexibly and at all times.  

You can engage both individuals as well as an entire team. 

Cost effectiveness 

Pay-as-you-go prices and savings in investments. 

Risk identification 

More security for your company with the identification of risks and introduction of controls. 

Experience 

Swisscom CISOaaS experts have a wealth of experience in collaborating with  

a wide range of companies. 
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Facts & Figures 

Strategic  

implementation 

– Creating a security strategy 

– Planning the security roadmap 

– Supporting and assisting executives (CxO) 

– Establishing and developing the information security management  

system (ISMS) / data protection management system (DSMS) 

– Developing and overseeing the risk management process 

– Implementing governance structures 

– Preparing, documenting and maintaining policies, guidelines and procedures  

in IT security 

– Designing and reviewing the security operating model / vision for  

security operations 

Project support – Supporting in the attainment of security certification (e.g. ISO 27001) 

– Controlling / supporting ISDS (information security / data protection) processes: 

– Supporting information security in the project management process 

– Performing and elaborating security requirements analyses and  

ISDS concepts 

– Reviewing / approving concepts in the Technical Architecture Board (TAB) 

– Advising and assisting in the security operations centre (SOC) and in threat  

detection and response (TDR) 

– Designing and introducing security monitoring use cases 

– Managing security projects (internal/external) 

Organisational  

support 

– Planning, building and running a security organisation 

– Further developing the security organisation based on business requirements 

– Implementing the ISMS/DSMS 

– Designing and implementing awareness campaigns for information security: 

– Performing security awareness training 

– Planning and implementing phishing campaigns 

 

You can find more information and the contact details of our experts at swisscom.ch/security-consulting 

file:///C:/Users/taaglma3/AppData/Local/Microsoft/Windows/INetCache/Content.Outlook/TIIDPYGA/www.swisscom.ch/enterprise
https://swisscom.ch/security-consulting

